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BOOMER-What??  

BOOMERANG  

Cashback Rewards! 

ß When making a purchase, run 

your Calhoun Banks Debit 

card as credit (without a PIN) 

to receive 0.5% cash back on 

purchases. Earn up to $25 a 

month.  

ß If you are unsure of how to 

run the card, ask your cashier 

how to run your card as cred-

it.  

ß You can always give us a call 

if you have any questions! 

Christmas & Adventure 

Funds 

We know that even Santa needs a break 

sometimes, so start saving for next 

Christmas or even your next adventure! 

ß It only takes $2.00 to open a fund 

account. 

ß Christmas Fund accounts may be 

opened on or after November 15th. 

ß Adventure Fund accounts may be 

opened on or after May 15th. 

ß Interest will be compounded and 

credited annually for both account 

types at maturity. 

ß Continued on page 4 

Updated Certificate of Deposit 

(CD) Rates as of 12/19/19 

24-month Bump Up 1.76% 

*Annual percentage yield is accurate 
as of 12/19/19 and is subject to change 

without notice. 
Minimum deposit of $100 required.  
The interest rate on your account is 
1.75% with an APY of 1.76%. 

Minimum balance required to receive 
the state APY is $0.01.  You may bump 

up the interest rate on 
this 24-month CD.  We may impose a 
penalty if you with draw any or all 
funds before maturity.  The 

Penalty imposed will equal 90 days of 

interest on your account, and may 

invade principal. 
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The Cybersecurity and Infrastructure Security Agency (CISA) 

recommends users review CISA Tips on Securing the Internet 

of Things (IoT), Preventing and Responding to Identity Theft, 

and Avoiding Social Engineering and Phishing Attacks, as 

well as the following steps to make IoT devices more secure:  

 ̔ Use multi-factor authentication when available. Many 

manufacturers offer users the option to protect accounts with 

multi-factor authentication (MFA). MFA adds another layer of 

security and can significantly reduce the impact of a password 

compromise because the malicious cyber actor needs the other 

factorðoften the userôs mobile phoneðfor authentication.  

 ̔ Use strong passwords. Passwords are a common form of 

authentication and are often the only barrier between you and 

your personal information. Some internet-enabled devices are 

configured with default passwords to simplify setup. These 

default passwords are easily found online, so they don't provide 

any protection. Choose strong passwords to help secure your 

device.  

CYBERSECURITY 

AWARENESS 

 ̔ Evaluate your security settings. Most 

devices offer a variety of features that you 

can tailor to meet your needs and 

requirements. Enabling certain features to 

increase convenience or functionality may 

leave you more at risk. It is important to 

examine the settingsðparticularly security 

settingsðand select options that meet your 

needs without putting you at increased risk. 

If you install a patch or a new version of 

software, or if you become aware of 

something that might affect your device, 

reevaluate your settings to make sure they 

are still appropriate.  

 ̔ Ensure you have up-to-date 

software. When manufacturers become 

aware of vulnerabilities in their products, 

they often issue patches to fix the problem. 

Patches are software updates that fix a 

particular issue or vulnerability within your 

deviceôs software. Make sure to apply 

relevant patches as soon as possible to 

protect your devices.  

 ̔ Connect carefully. Once your device is 

connected to the internet, itôs also 

connected to millions of other computers, 

which could allow attackers access to your 

device. Consider whether continuous 

connectivity to the internet is necessary. If 

it isnôt, disconnect.  
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